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CITY OF LONDON POLICE



Accounts for 41%

 

of all crime in

 

England and Wales 
but receives less 

than 5% of funding

Role of City of London Police

Strengthening National Security 
Through Proactive Fraud Prevention

Next steps in tackling fraud, 
economic and cybercrime

The City of London Police, as the UK’s policing lead combating 
fraud, economic, and cybercrime, spearheads coordinated 
criminal justice strategies. It operates Action Fraud, the 
national reporting centre for these o�enses, saving an 
estimated 400,000 police hours annually. In 2024, the force 
will launch an enhanced reporting and analysis service, 
underscoring its commitment to staying ahead of the ever-
evolving landscape of financial crime.

As the dedicated police force for the City of London, often 
referred to as the Square Mile, the City of London Police 
play a pivotal role in ensuring the safety and security of 
both the physical and digital aspects of the UK’s primary 
financial district. Their local presence not only safeguards 
the businesses and professionals within the area but also 
contributes significantly to fostering a safe and welcoming 
environment for global companies, reinforcing the City’s 
economic security and status as a world-class destination for 
international commerce and investment.

The City of London Police collaborate closely with partners 
such as the National Crime Agency (NCA), National Cyber 
Security Centre (NCSC), and Financial Conduct Authority 
(FCA). Their role ensures e�ective coordination across regions 
to combat o�enders and disrupt criminal networks while 
maintaining personalised victim care through collaboration 
with local police authorities.

Additionally, the City of London Police operates the National 
Economic Crime Victim Unit (NECVU), o�ering support, 
guidance, and resources to victims of economic crime. The 
City of London Police Authority works closely with the City 
of London Police in shaping the government’s response to 
fraud, economic, and cybercrime by contributing expertise, 
facilitating collaboration, and driving innovation to protect 
individuals, businesses, and the economy from criminal 
exploitation.

Strategy Development

City of London Police has achieved a significant milestone 
by developing its inaugural national 5-year policing strategy, 
addressing the interconnected challenges of fraud, economic, 
and cybercrime. This strategic initiative underscores the need 
for a ‘whole system’ response to these threat areas.

Strong and consistent political leadership and commitment 
as well as dedicated levels of funding are essential to reframe 
the UK’s fraud problem as a national security priority. 

Joining up of Government structures to drive a strategic 
approach which addresses the interplay between fraud, 
economic and cybercrime and other serious and organised 
crime such as terrorism, modern slavery, and drug tra�cking.

Spearheading an innovative overhaul of its reporting 
service, transitioning from Action Fraud to an 
improved, next-generation fraud and cybercrime 
reporting and analysis service. This £150 million 
transformation programme not only aims to 
enhance the victim experience but also harnesses 
cutting-edge technology to analyse, link, and 
identify trends, o�enders, and enabling activities, 
reinforcing the police force’s proactive stance 
against the ever-evolving threats of fraud and 
cybercrime.

Launching and managing regional Proactive 
Economic Crime Teams (PECTs), in conjunction 
with enhanced National Lead Force teams. These 
units will actively target fraudsters, disrupting 
their operations to achieve both criminal justice 
outcomes and alternative resolutions.

Establishing the Economic and Cyber Police 
Headquarters (ECPHQ) to consolidate national 
responsibilities for fraud, economic, and cybercrime. 
This initiative aims to centralise coordination, 
capitalise on synergies in strategy setting and 
performance frameworks, and facilitate consistent 
engagement, support, and organisational learning 
nationwide.

Supporting the national development and 
implementation of the Fraud Targeting Cell (FTC). 
This involves contributing resources and facilitating 
the establishment of systems and processes, 
deploying overt and covert intelligence assets to 
fulfil national intelligence requirements outlined 
by the FTC, bolstering intelligence packages, and 
driving proactive operations.

Strategy for increasing capacity in criminal justice system to 
manage more fraud cases, supported by the City of London 
Police’s Lead Force Operations Room (LFOR), which ensures 
centralised coordination of national policing support and 
optimised response to high-harm fraud types and complex 
fraud disseminations.

Disclosure:  Sustained momentum in ongoing reviews, 
removing barriers that hinder the advancement of fraud 
cases and bolstering e�orts across various crime types in 
response to the increasing digitalisation of society.

Duty to Prevent Fraud: An expanded approach beyond 
the scope of the new “failure to prevent fraud” o�ence in 
the Economic Crime and Transparency Act 2023, fostering 
broader engagement across the entire spectrum of 
businesses, both large and small, in assuming proportional 
responsibility to safeguard themselves and the public against 
fraudulent activities.  

The City of London Police Authority advocates for the UK’s approach to 
be continuously reviewed and updated to address evolving threats.

Policy Innovation and Advancement

The City of London Police works closely with key partners 
and stakeholders in shaping legislation aimed at combating 
economic crime, particularly through its involvement in the 
passage of the Online Safety Act 2023 and the Economic 
Crime and Corporate Transparency Act.  Of significant 
note is City of London’s advocacy for provisions within the 
Online Safety Act targeting online fraud, which mandates 
the removal of illegal content, including fraudulent adverts, 
on online platforms. This legislation, coupled with the 
Online Fraud Charter is a collaborative e�ort between the 
government and the technology sector.

By successfully advocating for the more prominent inclusion 
of fraud in the Strategic Policing Requirement (SPR) 2023, 
The City of London Police Authority has helped elevate 
the prioritisation of fraud by local Police and Crime 

Convening key partners

The City of London Police Authority convenes key partners 
from law enforcement agencies, regulatory bodies, and public 
sector authorities in roundtable discussions aimed at driving 
collaborative e�orts towards achieving meaningful reforms 
that prioritise justice, reduce resource burdens, and enhance 
the e�ectiveness of fraud investigations and prosecutions. A 
recent roundtable event brought together the NCA, Crown 
Prosecution Service, Serious Fraud O�ce (SFO), Public 
Sector Fraud Authority (PSFA), Financial Conduct Authority 
(FCA), and HM Revenue and Customs to discuss reforms in 
the disclosure regime concerning fraud investigations and 
prosecutions. 

Action Fraud deal with

over 300 calls
a year

 

where someone is

 

judged to be at risk of

 

suicide 

Recent Developments Overview

In the year ending 
December 2022

 1 in 15 adults 
were victims of fraud.
18% of those 
victimised became 
victims more than once

City of London 
Police estimates that

over 70%
of fraud either 

originates abroad or 
has an international 

element 

The National Economic Crime Victim 
Care Unit (NECVCU) has supported 
92 victims to recover 

£2,501,570
since January 2021 

Commissioners. With local authorities now mandated to 
factor in the SPR, this strategic advancement will help fraud 
prevention and enforcement receive appropriate attention 
and resources, both nationally and locally. Considering the 
future, City of London Police Authority is initiating the call 
for the Strategic Policing Requirement (SPR) to recognise 
fraud as a standalone threat, rather than a subsidiary of 
Organised Crime.

Fraud
[ frawd ] noun

Economic Crime Cybercrime

Cybercrime encompasses a wide range of  
criminal activities that are carried out 
using digital devices and/or networks. 

Operation Henhouse was a nationwide crackdown on fraud in 2023. The culmination of Operation Henhouse 1,2 &3 has 
resulted in 1416 arrests and voluntary interviews, 1014 cease and desist notices issued and over £26.5m in seizures and 
disruptions. Led by the City of London Police and funded by the National Economic Crime Centre (NECC), this operation 
exemplified the power of collaboration among various law enforcement bodies in the United Kingdom. Targeting a wide array 
of fraud o�ences—from romance scams to banking fraud and money laundering—Operation Henhouse not only disrupted 
criminal activities but also safeguarded potential victims and recovered high-value assets.

Strategic Approach

Operation Henhouse’s strategy hinged on nationwide 
collaboration, with 100% representation nationally across UK 
police forces and regional organised crime units (ROCUs). 
This concerted e�ort was instrumental in executing a 
comprehensive crackdown on various forms of fraud, 
demonstrating the e�ectiveness of pooling resources and 
expertise. The operation witnessed substantial seizures, 
including luxury vehicles like a BMW M5 Competition, high-
end watches, and substantial amounts of cryptocurrency.

Reflections and Future Directions

Operation Henhouse represents a landmark achievement 
in the UK’s fight against fraud, showcasing the strength 
of collaborative law enforcement. The operation’s success 
has established a precedent for future initiatives. The 
intensification e�orts of Operation Henhouse have shown 
that through coordinated action, various forces and regions 
can e�ectively confront economic fraud. By addressing 
vulnerabilities that permit fraud, increasing high-impact 
disruptions, and future-proofing systems, these e�orts 
mitigate evolving risks associated with fraud.

Key Outcomes and Impact

National Coverage: The operation covered the entire UK, 
with notable activities including the recovery of over 250 
smartphones linked to money laundering in Stockport and 
the disruption of a major online-enabled fraud operation by 
South Yorkshire Police.

Protecting the Vulnerable: A poignant success story involved 
safeguarding a vulnerable elderly victim in West Wales, 
showcasing the operation’s focus on the human cost of fraud.

Financial Recovery: : The seizure of high-value items and the 
disruption of money laundering operations dealt a significant 
financial blow to criminal networks.

Security Measures for Public Awareness

In the aftermath, authorities emphasised the importance 
of vigilance against fraud, recommending strong, unique 
passwords, the use of two-step verification, and caution 
against unsolicited requests for personal information or 
money. Victims of fraud are urged to report incidents to 
www.actionfraud.police.uk or to Police Scotland for residents 
in Scotland.

Case Study

Operation Henhouse

Overview

£13.9 million

(including
luxury cars, jewellery,
and cryptocurrency)

in seized
assets

58
Warrants
Executed

436
Arrests

made

UK’s Policing 
Lead Fighting 
Fraud, Economic 
and Cybercrime



Key partners and 
Initiatives

National Economic Crime Victim Care Unit (NECVCU)

Purpose and Achievements: The NECVCU provides targeted support to victims of fraud and 
cybercrime, aiming to enhance their safety and confidence while reducing repeat victimisation.

Rollout: All 43 forces have signed up for Level 1 service, with 36 also agreeing to Level 2.

Replacement for Action Fraud

Introduction: FCCRAS, a £150m program managed by the City of London Police, will replace the current 
reporting and analysis system for fraud and cybercrime. It aims to improve victim experiences and law 
enforcement capabilities.

Objectives: 

• Go Live: Early 2025.
• Enhanced Services: Improved reporting, analysis, and real-time disruption of criminal activities. 

Engagement: Stakeholder engagement and testing will occur throughout 2024/2025.

280,707 

victims engaged 
since inception.

Engagement:

Only 112 
repeat victims 
recognised.

Preventative Impact: 
Prevented potential losses of 

£2,512,223.
Financial Prevention: 

Achieved an 81% 
overall positive reaction 
rate.

Positive Feedback:

Financial Recovery: 

City of London Police Partnerships with the Private Sector

Partnership Initiatives: 

• Dedicated Card and Payment Crime Unit (DCPCU): Targets fraud in the 
payments, banking, and finance industry. 

• Police Intellectual Property Crime Unit (PIPCU): Focuses on intellectual 
property crime and online piracy. 

• Insurance Fraud Enforcement Department (IFED): Combats insurance 
fraud in partnership with the Association of British Insurers.

The City of London Police continue develop their partnerships with industry 
to bring together expertise and key resources to target key crime types.

Briefing Pack for Newly 
Elected Police and Crime 
Commissioners on Economic 
and Cyber Crime Policing
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Relevant groups and platforms Literature Review: Towards a Working Definition of 
Economic Security for the City of London Corporation

• Economic Crime Strategic Board, Home 
Office: Chaired by the Home Secretary and 
the Chancellor. FS stakeholders are part of this 
board, including NatWest, UK Finance, ABI, 
HSBC, LBG, Tech UK, ICAEW, BT, Meta. The City 
of London Police (CoLP) is part of the board as 
well.  

• Economic Crime Delivery Board, chaired 
by senior officials in the Home Office and 
HMT brings together senior officials across 
government and law enforcement, and 
the Public-Private Steering Group (PPSG) 
which brings together representatives from 
government, law enforcement and the private 
sector.  

• Joint Fraud Taskforce, Home Office: 
partnership between the private sector, 
government, and law enforcement to tackle 
fraud collectively and to focus on issues that 
have been considered too difficult for a single 
organisation to manage alone. Financial 
Services stakeholders that are part of the 
Taskforce, including: Finance, ABI, Tech UK, the 
Law Society. The City of London Police is also a 
member.  

State-Based Threats to Economic Security:

• The document highlights that while China 
and the UK benefit from bilateral trade and 
investment, China also presents the biggest 
state-based threat to the UK’s economic 
security.

Integration with National Security:

• The UK’s approach to economic security 
involves integrating it with broader 
national security efforts. This includes 
combining efforts from the Defending 
Democracy program to protect institutions 
and elected officials from intimidation, 
interference, and espionage, with initiatives 
to protect economic security, strengthen 
cyber security, enhance national security 
communications, and build national 
resilience.

Economic security has become a critical priority for nations globally, driven by the fragility exposed by 
the COVID-19 pandemic and heightened geopolitical tensions like the US-China trade war. The concept 
encompasses a broad range of issues including supply chain resilience, anti-coercion measures, and 
investment screening. Recent efforts emphasise the need for renewed global cooperation to address 
economic vulnerabilities, enhance transparency, and establish robust frameworks to safeguard 
national interests while promoting sustainable economic growth. Effective multilateral engagement 
and strategic diversification of supply chains are key to achieving these goals. 

References from “Global Britain in a Competitive Age: the Integrated Review of Security, Defence, 
Development and Foreign Policy,” (2021) indicate that the UK’s existing definition of economic security 
encompasses protecting its economic interests from state-based threats, integrating economic 
measures with national security initiatives, and maintaining global economic stability. The term 
“Economic Security” is discussed in the following contexts:

Introduction

UK Definition of Economic Security

• Joint Fraud Taskforce Management Board: 
sets the priorities for the Joint Fraud Taskforce 
to check the progress and to help teams meet 
their objectives (City of London Police is part of 
this board).  

• Online Fraud Steering Group: public-private 
group focused on reducing the threat from 
online/cyber enable fraud in the UK.  

• Online Fraud Delivery group: group created 
to progress the work and delivery of the 
objectives of the Online Fraud Steering Group.  

• Joint Money Laundering Intelligence 
Taskforce (JMLIT+): JMLLIT is a partnership 
between law enforcement and the financial 
sector to exchange and analyse information 
relating to money laundering and wider 
economic threats. It consists of over 40 
financial institutions, the FCA, Cifas, five 
law-enforcement agencies: the NCA, HMRC, 
the SFO the City of London Police and the 
Metropolitan Police Services part. 

Global Growth and Economic Stability:

• The document also touches upon global 
growth and economic stability, although 
it does not provide a specific definition of 
economic security in this context, it implies 
that economic security is closely tied to the 
broader economic environment and stability.

1. 3.

2.
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Literature Review: Towards a Working Definition of 
Economic Security for the City of London Corporation The G7 definition of economic security, as outlined in their 2023 Leaders’ Statement on Economic 

Resilience and Economic Security, emphasises resilience and cooperation to address vulnerabilities 
and threats. Key components include:

1. Critical Infrastructure Resilience: Strengthening security in digital and physical infrastructure.

2. Countering Non-Market Practices: Addressing harmful subsidies, forced technology transfers, and 
market distortions.

3. Combatting Economic Coercion: Ensuring that economic dependencies cannot be weaponised 
against countries.

4. Digital Security: Protecting against data localisation and unauthorised access.

5. International Standards: Promoting open, democratic standards for emerging technologies.

The US definition of Economic Security, as highlighted in the White House fact sheet (published 
in 2021) emphasises resilient supply chains and international cooperation to address short-term 
disruptions and long-term challenges. Key actions include streamlining stockpiling efforts, increasing 
funding for trade facilitation to reduce bottlenecks, and planning a multi-stakeholder summit to build 
greater global supply chain resilience. These steps aim to ensure stable access to critical goods and 
materials, promoting national security and economic stability.

US Definition of Economic Security

China’s focus on economic security was officially highlighted and formalised in the National Security 
Law of 2015 and further expanded through subsequent legislation, such as the Cyber Security Law 
(2016), the National Intelligence Law (2017), and the Data Security Law (2021). China’s definition of 
economic security, as detailed in a report from the Mercator Institute for China Studies (MERICS) 
(2023), emphasises the protection of national interests through stringent economic measures. These 
include investment screening, export controls, and policies that reduce dependency on foreign actors. 
China’s approach integrates economic security with broader national security goals, focusing on 
resilience against external shocks and coercion, safeguarding critical technologies, and enhancing 
regulatory frameworks like the Anti-Foreign Sanctions Law.

China Definition of Economic Security

Japan’s definition of economic security, as outlined in its National Security Strategy (2022), focuses 
on protecting the nation’s peace, safety, and economic prosperity from international threats. Key 
aspects include addressing supply chain vulnerabilities, safeguarding critical infrastructure, and 
managing advanced technology control. Japan also emphasises strategic autonomy to avoid 
economic coercion and the necessity to maintain a free and fair international economic order. 
Actions involve strengthening supply chains, protecting data, and investing in technology to enhance 
strategic indispensability and counter economic coercion. For more details, see Understanding Japan’s 
Approach to Economic Security by the Stimson Centre.

Japan Definition of Economic Security

Japan’s definition of economic security, as outlined in its National Security Strategy (2022), focuses 
on protecting the nation’s peace, safety, and economic prosperity from international threats. Key 
aspects include addressing supply chain vulnerabilities, safeguarding critical infrastructure, and 
managing advanced technology control. Japan also emphasises strategic autonomy to avoid 
economic coercion and the necessity to maintain a free and fair international economic order. 
Actions involve strengthening supply chains, protecting data, and investing in technology to enhance 
strategic indispensability and counter economic coercion. For more details, see Understanding Japan’s 
Approach to Economic Security by the Stimson Centre.

Australia Definition of Economic Security

G7 Definition of Economic Security

City of London 
Approach to 
Economic Security

July 2024
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LOGO

COLOURS

Using concept of using the word Basildon as a 
label within the lock up, this can then be used 
across media in a varity of ways, and becomes a 
lasting brand icon.

Using a bright friendly pallet that draws the eye 
showing confidence and trust, the pallet can 
also be used as relivent areas of the council.

BASILDON

OTHER AREASPantone 24-8

Pantone 57-8

Pantone 118-6 Pantone 133-7

Pantone 10-8 Pantone 91-8 Pantone 160-8



CAMPAGIN TYPE LOCKUP

The Kyrial font has just enough distinguishing 
features to set it apart from the rest, like the 
‘label’ icon, it is bold yet still retains an element 
of sufistication.  

Like the icon this can also be changed into the 
brand colours depending on the media that is is 
going on.
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